## Mobile Device Requirements

**Personal Device Requirements**

- **Approved Devices**
  - Laptop: University-owned or approved
  - Tablet/Smartphone: University-owned or approved

- **Approved Applications**
  - Google Docs/Drive/Gmail
  - GW Banner, EAS, GW Documentum

- **Data Protection**
  - All network traffic must be encrypted in transit using SSL or equivalent.

- **Access Controls**
  - Limited access to such information must be limited to only Authorized Users.

- **Security Controls**
  - Strong Password
  - Remote wiping capability
  - Registered with the Division of IT mobile device management service

- **Usage Requirements**
  - No limitations

## Mobile Device Requirements for Personally Owned Devices

- **Approved Devices**
  - Laptop: University-owned or approved
  - Tablet/Smartphone: University-owned or approved

- **Approved Applications**
  - Google Docs/Drive/Gmail
  - GW Banner, EAS, GW Documentum

- **Data Protection**
  - All network traffic must be encrypted in transit using SSL or equivalent.

- **Access Controls**
  - Limited access to such information must be limited to only Authorized Users.

- **Security Controls**
  - Strong Password
  - Remote wiping capability
  - Registered with the Division of IT mobile device management service

- **Usage Requirements**
  - No limitations